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The Status Area

The Status Area provides:

® The ivDashboard type, erther Basic or Pro

* Color coded status of the IntraVUE Scanner

® The length of time the scanner has been offline, 1f it 15 not online

® The age of the current database, from first event to the last event recorded
* A button to browse IntraVUE with ONLY the selected network showing
* Access to Help

Scanner Status NORMAL 1s when the scanner 1s in on-line mode and the data being collected 1s current. The background of the Status Bar will green.

ivDashboard - Basic

Scanner Status WARNING happens when the scanner 1s 1n off-line mode, for instance, when you restore a database and do not say NO to the question 'do you want to be in off-line mode?".

ivDashboard - Basic
Scanner Status: Not Current for 461.2 days | BrowseNetwork | | Hep | Database Status: Offline start = 2010-09-02

Scanner Status ERROR or ALERT occurs while the dashboard applet is being initialized, when the scanner is in on-line mode but the data 1s not current, or when a fault occurs such as there is no connection to the MySql database.

bs ivDashboard - Basic DEMO
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The Browse Network button brings up IntraVUE 1n a new browser window with only the selected network visible. This 1s especially convenient when there a many IntraVUE networks because 1t makes the display simpler. (See the
IntraVUE Help appendix 'Custom Views and Links' to see how you can do this yourself)







ivDashboard's Dashboard Section

The Dashboard tab shows detailed device statistics over the 6 hour period that IntraVUE maintains one minute resolution
threshold data.
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The Dashboard tab provides continuous overall network health information.



The upper part of the Dashboard tab shows a Connection Summary and the last 10 events for this IntraVUE network. The data

1s automatically refreshed several times a minute to get new events and to update the connection data.

Network Name: MES VLAN3083 Btl

Connection Summary
Admin Verified Yes No

Connected 45 0
Disconnected 6 0
Total 51 0
“ Disconnected Report

The connection data is categorized by Admin Verified and Unverified devices. It i1s recommended that all devices be admin
verified, so that the only unverified devices in your network are new devices and devices which have moved.

If there are any disconnected devices, the 'Disconnected Devices' button will be enabled and selecting it will open a new
window listing the devices with ip address, name, disconnection date and time, and number of days disconnected. If a device
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f168 2010-09-07 16:23:10.0
£148 2010-09-07 16:20:15.0
7103 2010-09-07 16:01:55.0
F102 2010-09-07 16:01:54.0
7101 2010-09-07 16:01:54.0
6974 2010-09-07 15:18:30.0
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172.20.72.10 Ping Response Threshold Exceeded
Admin Verified

172.20.73.65 SNMP supported on 172.20.73.65

172.20.73.90 SNMP supported on 172.20.73.90

172.20.73.84 SNMP supported on 172.20.73.84

172.20.72.10 Ping Response Threshold Cleared
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has been disconnected for a very long time, consider deleting it in the IntraVUE browser.



Disconnected Devices Report - Windows Internet Explorer
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Expolt to CSV File |

117220732 | no nam 2010-09-05 13:12:20.0

17220734 | no name 20100904 07:54:06.0

17220736 | no nam 2010-09-04 07:54:06.0



In the center of the dashboard panel are two graphs which show the maximum data point for each threshold for any device in the network.
Based on what you learn as being 'normal’ for a network, you should be able to spot changes from 'normal'.

Both these graphs can be zoomed in or out using the same technique as the IntraVUE Multiple Threshold Graphs. Draw a box down and to
the right with the left mouse button down to ZOOM IN. Draw a box in any other direction to ZOOM OQUT=>

The left graph shows the maximum ping response time for each minute over the last 6 hours.

The right graph shows the maximum receive and transmit bandwidth utilization for each minute over the last 6 hours, regardless of device. It
1s likely a different device 1s used for transmit than receive.
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The 10 Minute Statistics, at the bottom of the dashboard. provide an instant, visual indication of what is happening in the selected IntraVUE
network.

There are 7 key statistics gathered from the event log and threshold data. The data collected over the last 6 hours is broken into 36 ten minute
periods.

On the left, each of the 7 statistics 1s listed with its color code. The checkbox at the far left determines 1f that statistic will be graphed. The setting 1s
persistent when changing networks.

10 Minute Device Statistics
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Below is an example statistics report. Note that all the columns are sortable. In this report, the statistics are in one hour periods instead of 10 minute
periods for ease of use.

Network 1 - Windows Internet Explorer
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